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Abstract—The growth of network communication, secret sharing scheme is one of the best approaches to protect the secret images from the potential intruders while transmission over unsecured channel. Secret image sharing scheme is based on Boolean operation attained good performance due to Exclusive-OR values computation. This is the main intent to develop the proposed scheme for (n, n)-Multi Secret Image Sharing scheme (MSIS) to generate multiple shares from the multiple secret images. In this proposed scheme, ‘n’ secret images are encoded into ‘n’ shared images based on XOR operations. In the existing schemes, hacker cannot guess the secret information directly with any single share. But there is a possibility of retrieval if hackers are able to collect the entire shares passing in sequence over the network. To resolve this issue multiple shares are encrypted by using Elliptic Curve Cryptography. Hence this proposed scheme provides high security for the multiple shares and multiple secret images. Moreover, the performance of the proposed scheme has been analyzed and evaluated through image quality parameters of the PSNR and CC. It offers secure and efficient scheme for multiple secret images and its shares.
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I. INTRODUCTION

With the rapid development of multimedia data, it is important to maintain the confidentiality of such data. The sender transmits the secret data over unsecured channel which can be easily retrieved or ‘damaged’ by unauthorized entity. Once the confidential information is illegitimately retrieved, the unauthorized person makes use of the content for their own benefits. This main issue was solved in the year 1979, by Blakley in [1] and Shamir in [2] introduced the Secret Sharing (SS) schemes in which the secret data is partitioned into n shares and distributed to n participants with utmost confidentiality and availability. The (k, n) threshold schemes [3, 4, 5] possess some properties such as secret data which can be recovered only from k shares or more than k shares. In case, if any k-1 or less than k shares request for access, the secret data cannot be recovered. To evaluate a secret sharing scheme, four conditions such as security, contrast, computational complexity and pixel expansion are used [1, 2, 7-9]. The schemes satisfying the security and recovering the original secret image is without any loss. Unfortunately, computational complexity is high in non-visual SS schemes. To eliminate this issue the VSS (Visual Secret Sharing) schemes were proposed in [6, 10, 18, 19] which uses the human visual system in order to share the visual data such as pictures, printed text, documents and also the computational complexity is low in this scheme. But there was a problem of pixel expansion since each original pixel is coded into m subpixels per shadow image. In 1987, the credit goes to Kafri, Oded, and Eliezer Keren for launching the concept of VSS based Random Grids (RG) in [13] without the absence of pixel expansion problem. Various researchers are also solved in [6, 11, 12] the aforementioned drawbacks by probabilistic visual schemes which has no computational complexity and also no pixel expansion. Even though this scheme provides a solution for pixel expansion and complexity problem, still it suffers from reconstruction precision. To overcome this issue, Cimato et al. [6] designed a generalized probabilistic scheme (ProbVSS) by performing two Boolean Exclusive operations, OR (⊕) and AND (&) that allow to recover the secret image in lossless manner. The previous schemes are applicable only in case of binary images [10, 4]. After this the number of schemes are proposed for both grayscale images and ‘numerical’ color images in [12, 14-16, 18].

Wang et al. have proposed [17] a (2, n) scheme for binary images which is called Boolean-based VSS. In this scheme, Boolean AND & Exclusive OR operations are used to attain good performance with no pixel expansion and the original secret image is reconstructed entirely in decoding phase with low computational complexity. Many researchers proposed various schemes in order to protect only one shared image. A situation, where more than one image is sharing, there is need in improvisation of performance as well as security. For this purpose, the technique MSIS scheme is used to ‘n’ images encoded into ‘n’ secret shares. All n shares are required to reconstruct original secret images. Lin et al. [35] given theoretical based calculations to share two secret images by employed operations stack / flip to reconstruct two images. Chen et al.[36] using the technique called fixed angle segmentation for creating circular shared images and stacked together all shared images at various angles to reveal the secret messages. Chen suggested [20] (n, n) SISS in which use the Boolean operations to encrypt n-1 images among n shared images. Chen and Wu [21] have made improvisation on the
above scheme [20] by increase the capacity of sharing as well as security of shared images. While multi images are sharing, computational complexity is substantial one. Among various techniques, Boolean based operations helps to attain low computational complexity.

II. REVIEW OF LITERATURE

Tzung-Her Chen et al. developed an algorithm [20] for \((n+1, n+1)\) multi-secret sharing using XOR operations. In this scheme, \(n\) original data (image) is encoded into \(n+1\) meaningless shadow images and need all \(n+1\) share to restore all \(n\) secret images. Moreover, extra random matrix is used to create shared images. This advanced scheme provides some features such as Restoration of original image in lossless manner, absence of pixel expansion problem and also no codebook required. Computational cost is \(O(m)\) for \(n\) secret images.

Chien-Chang Chen et al.[21] has been proposed multi secret image sharing scheme on the basis of Boolean in which creating a random image among shares using a random image generated \(F\) function. Bit shift subfunction used to produce random image to meet requirements randomly. Moreover, proposed system has been analysed and evaluated, the results shows that the capacity of share is increased \(n/n\) and shares are random.

Ching-Nung Yang et al. [22] has been overcome the inaccuracy in Chen and Wu’s \((n, n)\)-MSIS scheme and improved the multi secret image sharing scheme based on Boolean. Chien-Chang Chen et al. [23] has been suggested novel multi-secret image sharing scheme based symmetric and Boolean operations like XOR, bit reverse, pixel shift, hash function etc., which enable to achieve the low complexity and met more randomness among shares.

Maroti Deshmukh et al. [24] has been developed Multi Secret Image Sharing Scheme on the basis of Boolean XOR and modular arithmetic. In this scheme, reverse bit function is applied to more randomness. Researchers suggested three methods to share the multi secret images. First two methods used XOR and reverse bit function for grayscale and color images. Third method used additive inverse and reverse bit operation.

Chunyan Song et al. [25] has been suggested novel encryption scheme using the combination of DNA and spatiotemporal chaos for protect the image. Xing-Yuan Wang et al. [26] has been proposed scheme using DNA and CML (Coupled Map Lattice). In this scheme, plain image has been confused and encoded it using DNA rules.

K.Shankar et al. [29] have been proposed new VSS algorithm for protecting image from adversaries using Elliptic Curve Cryptography with Optimization Technique. In this method, shares are created from the secret image and each share is given as input to encryption and decryption process by means of ECC algorithm. In encryption process, public key is generated randomly and in decryption process, private key is optimally generated using optimization techniques. Then, the concert of the image is taken as a fitness value to be considered as PSNR values. The author made performance comparison of the different optimization technique (PSO, ACO, CS, and GWO) is utilized to obtain the private key to the decryption process.

III. PROPERTIES OF THE SECRET IMAGE SHARING SCHEMES

The Visual Secret Sharing scheme, also known as the VSS, represents a confidential sharing model for images in which the decryption is carried out by superimposing the stacked shares through human visual mechanism [30]. In recent years, there are many VSS algorithms have been developed for secret sharing. Most of the algorithm exhibits the following disadvantages.

1) Pixel Expansion: Each pixel in the original image is mapped into ‘\(m\)’ pixels in shadow image which causes these shadow images to be of larger size and making their handling and storage, a challenging one.

2) Reconstruction Accuracy: The reconstructed image contrast is lesser than the original image contrast so the decryption process is difficult.

3) Reconstruction Complexity: It concerns the total number of operators required both to generate the set of \(n\) shadows and to restructure the original secret image.

4) Reconstruction Image Quality: It is considered that the quality of recovered original image and it is evaluated by image quality measures such as PSNR, MSE etc.

5) Shares Security: Cheaters can collude among themselves to make bogus shadow to show a false secret and thus, it can cheat other secret holders [31].

IV. PROBLEM STATEMENT

A new-fangled secret sharing scheme is given another name called VSS scheme. It is a confidential dividing system that encrypts the original data (image) into numerous shadows. But to recover the original secret image, computational complexity is not required. Every shadow consists of an element of confidential image detail. But it suffers from pixel expansion problem (Each share \(m\) times as large as original image) and also low reconstruction accuracy.

Later, other VSS schemes have been proposed to resolve the above deficiency. But it suffers from the problem of high reconstruction complexity and low image quality. In addition to this, hackers cannot guess the secret information directly with any single shadow. So there is a possibility of retrieval if hackers are able to collect the entire shadow passing in sequence over the network. Hence this research work proposes multiple secret images shared with multiple secrets, that satisfies the lack of pixel development, elevated reconstruction accuracy, effortless reconstruction complexity, augment shadow security and enhancement of the reconstructed image quality all at the same time.

V. PROPOSED METHODOLOGY

The secret image is divided into shares and then transferred between the sender and receiver. Each share hides the secret image information and the entire shares are stacked together, then the secret image is clearly viewed and it gives the original images information to the receiver. It is called as the secret image sharing scheme. Earlier secret image sharing
schemes are shared only one secret image. With the continuous and exponential increase in the number of users, and their securely shared more number of secret images over the encrypted data in the online appears to be a challenging task. Hence this proposed multi-secret image sharing scheme is used to split a multiple secret image into multiple shares by using Boolean operations (XOR). It is very useful to preserve the reconstruction accuracy and low reconstruction complexity. It also helps to produce the shares with lack of pixel development. After shares are generated from the multiple secret images and then encrypt each share using public key cryptography. Here the secret shares are more secured and protected from the malicious adversaries who can alter the bit sequences to create the fake shares.

To enhance the security of shares, ECC algorithm is used even though hackers are able to get all the shadow images, they cannot retrieve the original secret without the private key access [32]. To examine the confidentiality of the image and broadcast procedure of SIS Scheme along with ECC utilized to encrypt and decrypt the shares with high reconstructed image quality evaluate by PSNR and CC. In this section, the proposed method has been well-defined and clearly illustrated with step of instructions.

A. Elliptic Curve Cryptography

Elliptic Curve Cryptography (ECC) is a public key cryptography based on the arithmetic model of elliptic curve with limited fields. Due to the differentiation in ECC, it required smaller keys than other public key algorithm to yield equivalent protection. Public key cryptosystems are necessary for the acknowledgement of contemporary encryption or advanced signature tactics. One secret key is used as the ‘decoding key’ or ‘signature creation key’ and the other, analogous key is used as the ‘cipher text generation key’ or ‘signature confirmation key’. Without the correct key, the encrypted source content finds it hard to detect, even though unauthorized person can steal the data [33]. For a long time, elliptic curves are studied by several mathematicians which is an algebraic curve whereas elliptic curve is a plane curve defined by the equation,

\[ y^2 + b_1xy + b_3y = x^3 + a_1x^2 + a_3x + a_3 \]

Graphical representation of the elliptic curve is shown in figure 2.1. The curve of this nature is called elliptic curve. The following equation represents the elliptic curve over real numbers,

\[ y^2 = x^3 + ax + b \]

The ECC is a sensible, protected technology to be utilized in constrained applications. Generating curves are used as cryptographic curves which must go through many algorithms and procedures so as to make a constant cryptographic curve. The main purpose of using elliptic curves are smaller key sizes and more capable enough to be utilized at the same security level alike the extra broadly deployed policies such as RSA [34].

\[ \text{Step 1: Extract the color components from all the secret images} \]
\[ I_n = \{I_1, I_2, \ldots, I_n\} = \{(i_1, i_2, i_3), (i_2, i_2, i_2), \ldots\} \]

\[ \text{Step 2: Compute function } F \text{ using bit complement operation on } F_1. \]
\[ F_2 = \sim F_1 \]

\[ \text{Example: } F_1 = 11100010 \text{ then } F_2 = 00011101 \]

\[ \text{Step 3: Perform the following XOR calculation between the secret images with separate color components to obtain the scrambled image } F_1 = (F_{r1}, F_{g1}, F_{b1}), \]
\[ F_{r1} = (i_1 \oplus i_2 \oplus \ldots \oplus i_{rn}), \]
\[ F_{g1} = (i_{g1} \oplus i_{g2} \oplus \ldots \oplus i_{gn}), \]
\[ F_{b1} = (i_{b1} \oplus i_{b2} \oplus \ldots \oplus i_{bn}) \]

\[ \text{Step 4: Generate multiple shared images} \]
\[ \text{Share}_1 = (I_1, \oplus F_2, I_2, \oplus F_2, I_3, \oplus F_2) \]
\[ \text{Share}_2 = (I_2, \oplus F_2, I_2, \oplus F_2, I_2, \oplus F_2) \]
\[ \text{Share}_n = (I_{rn1}, \oplus F_2, I_{gn2}, \oplus F_2, I_{bn2}) \]

\[ \text{Step 5: To enhance the shares security elliptical curve cryptography (ECC) based encryption method is applied on multiple shares. In ECC method,} \]
\[ x = y(i)^3 + p \cdot x(i) + q \]
\[ \text{Where, } p \text{ and } q \text{ are the constants and it is } p=q=2. \]

\[ \text{Step 6: If the condition } a=b \text{ is satisfied, the best point is selected for the elliptic curve. The } a \text{ and } b \text{ is} \]
\[ a = \text{ mod}(E, n_p) \]
\[ b = \text{ mod}((bp(i))^2, n_p) \]

Where, \( bp(i, j) \) is the points of the elliptic curve. \( n_p \) is the prime number.

\[ \text{Step 7: The doubling process is used to find the } a \text{ and } b \text{ values. The best point } P_i(h, l) \text{ and } P_j \text{ is the public key.} \]
\[ P_j = H \times P_e \]
Step 9: In the ECC encryption method, each share converted into 8×8 block and every block is encrypted by the encryption method of ECC. The number of blocks are represented as \( \text{pixel}(i, j) \) where i and j are the row and column of the block of the share. In the encryption process, the every two pixel of the image given as input. The pixels of \( D_x(i, j) \) and \( D_y(i+1,j) \) and the point is
\[
C_1 = H \times P_e \\
C_2 = (D_x, D_y) + C_1
\]
Step 10: The above process (Step 6 to 9) repeated to encrypt the multiple shares from the multiple secret images.


Input: \( n \) shared images \( \{S_1, S_2, ..., S_n\} \)

Output: \( n \) recovered secret images \( \{I_1, I_2, ..., I_n\} \)

Step 1: Read the multiple encrypted share images.

Step 2: To decrypt the encrypted multiple shares by using decryption process of the ECC Method. In the decryption process, the private key (H) is used to decrypt the pixels and the point \( C_2 \) is used decrypt the pixel point.
\[
C_2 = H \times C_1 \\
C_3 = C_2 - C_1
\]
The \( C_3 \) represents the decrypted shares. This process is repeated to decrypt the multiple encrypted shares.

Step 3: Compute function \( F_2 \) using XOR operation between the all shares.
\[
F_2 = Share_1 \oplus Share_2 \oplus ... \oplus Share_n
\]

Step 4: Compute function \( F_1 \) using bit complement operation on \( F_2 \).
\[
F_1 = \neg F_2
\]

Step 5: Recover the secret images with separate color component wise.
\[
I_1 = Share_1 \oplus F_2 \\
I_2 = Share_2 \oplus F_2 \\
I_n = Share_n \oplus F_2
\]

D. Example: Construct and Reconstruct multiple secret images (2 secret images- Take 1 pixel value)

1. Construct multiple secret images
Step 1: Secret Image1 \( I_1 = 10 \)
Step 2: Secret Image2 \( I_2 = 20 \)
Step 3: Compute function
\[
F_1 = I_1 \oplus I_2 = 10 \oplus 20 = 30
\]

2. Reconstruct multiple secret images
Step 1: Encrypted share1: \( Enc_{Share_1} = 145 \)
Step 2: Encrypted share2: \( Enc_{Share_2} = 59 \)
Step 3: ECC Algorithm to decrypt the share1: \( Share_1 = 235 \)
Step 4: ECC Algorithm to decrypt the share2: \( Share_2 = 245 \)
Step 5: Compute function
\[
F_1 = Share_1 \oplus Share_2 = 235 \oplus 245 = 30
\]

Step 6: Convert binary equivalent of \( F_1 = 00011110 \)
Step 7: Complement operation is used to compute function
\[
F_2 = \neg F_1 = 11100001 = 225 \text{ (Decimal equivalent)}
\]
Step 8: Generate share1:
\[
Share_1 = I_1 \oplus F_2 = 10 \oplus 225 = 235
\]
Step 7: Generate share2:
\[
Share_2 = I_2 \oplus F_2 = 20 \oplus 225 = 245
\]
Step 8: ECC Algorithm to encrypt share 1:
\[
Enc_{Share_1} = 145
\]
Step 9: ECC Algorithm to encrypt share 2:
\[
Enc_{Share_2} = 59
\]

VI. RESULTS AND DISCUSSION

The proposed scheme is implemented in Visual Studio 2010, C# language under the configuration of Windows 7 operating system with Core-i3 and 3 GB RAM. The overall performance of the proposed scheme is analysed by using the Peak Signal to Noise Ratio (PSNR) and Correlation Coefficient (CC).

A. Experimental Results
In this section, experiments are carried out on proposed \( n, n \) Boolean-based multi-secret image sharing scheme with various secret images such as the Lena, Sailboat, Peppers and Jet. The images were obtained from USC-SIPI Image Database [27].
B. Performance Analysis

1) PSNR: The Peak Signal to Noise Ratio is defined as the ratio between the maximum possible power of the signal and the power of the corrupted noise.

\[
PSNR = 20 \log_{10} \left( \frac{255}{\sqrt{MSE}} \right)
\]

Where, MSE is the mean square error value of the image. Therefore, it is highly essential to take utmost care regarding the extent of validity of this metric. The table 1 shows the PSNR values of different secret images and its recovered images.

It is clear that the PSNR values between original image and decrypted images are high; it represents proposed method provides high quality of the secret images [28].

<table>
<thead>
<tr>
<th>Secret and Recovered image</th>
<th>PSNR</th>
</tr>
</thead>
<tbody>
<tr>
<td>I₁, R₁</td>
<td>54.65</td>
</tr>
<tr>
<td>I₂, R₂</td>
<td>52.74</td>
</tr>
<tr>
<td>I₃, R₃</td>
<td>54.78</td>
</tr>
<tr>
<td>I₄, R₄</td>
<td>55.14</td>
</tr>
</tbody>
</table>

2) Correlation Coefficient (CC): Correlation is often a measure of the bonding between a pair of variables. To analyze the correlation involving two adjacent pixels throughout plain-image as well as ciphered image, this process has been executed. Initially, randomly choose 1000 pairs associated with two adjacent (in horizontal, vertical, and diagonal direction) pixels from an image. Next, compute the correlation coefficient of each one set through the subsequent equations,

\[
G(p) = \frac{1}{F_p} \sum_{i=1}^{F_p} (p_i - M(p))^2
\]

\[
M(p) = \frac{1}{F_p} \sum_{i=1}^{F_p} p_i
\]

\[
CON(p,q) = \frac{1}{F_p} \sum_{i=1}^{F_p} ((p_i - M(p))^{*} (q_i - M(q)))
\]

\[
W(p,q) = \frac{CON(p,q)}{\sqrt{M(p)^{*} M(q)}}
\]

where, \( W(p,q) \) is the correlation coefficient, \( M(p) \) and \( M(q) \) are the mean value of the \( F_p \) and \( F_q \) and both values are ≠0. \( p_i \) and \( q_i \) are the two adjacent pixel values; \( F_p \) is the number of pairs (\( p,q \)).

<table>
<thead>
<tr>
<th>Secret and Recovered image</th>
<th>CC</th>
</tr>
</thead>
<tbody>
<tr>
<td>I₁, R₁</td>
<td>0.999848</td>
</tr>
<tr>
<td>I₂, R₂</td>
<td>0.999918</td>
</tr>
<tr>
<td>I₃, R₃</td>
<td>0.999885</td>
</tr>
<tr>
<td>I₄, R₄</td>
<td>0.999879</td>
</tr>
</tbody>
</table>

To analyze the correlation involving two adjacent pixels throughout input image as well as recovered image, the CC has been used. The CC results are shown in the table 2. The proposed schemes have the maximum CC value which is
nearly 1 and it represents the original image is maintained in the recovered image after the suggested segment.

C. Comparative Analysis

The proposed (n, n) MSIS is compared with many other existing schemes [20, 21, 22, 24] are listed in Table 3. It shows a broader-level comparison among the existing SIS schemes and the proposed schemes on the basis of some important constraints such as Number of Secret Images, Number of Shared Images, Pixel Expansion, Recovery Type, Recovery Strategy, Sharing Type, Color Depth, Sharing Capacity and Shadow Security. The conceptuality of SIS scheme is that in case if a pixel is expanded after encoding an original image, an algorithm seems to have high complexity. Also the time taken for transmission is too high over the unsecured public communication medium because of size of the enlarged encoded image when compared to secret image size. To overcome these kind of issues, different authors designed various algorithm that has no pixel expansion problem, by implementing some operations such as Boolean etc.,

In many existing approaches, reconstructed image in contrast loss manner, while there is absence of pixel expansion problem and also the quality of the recovered image is low. Furthermore, shadows are transmitted in the form of actual share and so unauthorized entities can’t reveal the secret with any ‘one’ shadow but there may be a chance that it can gather all shadows. Thus, to resolve this issue, the proposed approach needs enhancement in security. In order to improve it, shadows are encrypted with the help of ECC public key cryptography encoding algorithms in this proposed schemes. Many SIS’s are applicable to binary, grayscale and color images. But some algorithms are applied to Grayscale, while some are applied for color images or color image only or grayscale only or binary image only. In Table 3, the proposed scheme proves to be effective in terms of recovering lossless image, low complexity and improved recovered image quality (PSNR=55.14), no expansion of pixel and improved security of shadows.

VII. CONCLUSION

This research work proposed a secure and efficient multi-secret image sharing scheme based on boolean operations and elliptic curve cryptography. The proposed multi-secret image sharing scheme with assist of ECC algorithm is used to secure the multiple secret images from the unintended recipient. In traditional secret image sharing scheme methods, it is highly complex and challenging to maintain the shares information. This predominant issue is solved in this research work with the help of ECC. The performance analysis and experimental results of this research study promote the proposed scheme attained less computation and high security with high sensitivity on shared images in MSIS. The possibility of improving this scheme by utilizing different encryption methodology to secure the shares for further research.
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